1. **c)** Definir requisitos para um sistema de gestão de segurança da informação.
2. **b)** Define diretrizes para a proteção de informações sensíveis.
3. **a)** Confidencialidade, integridade e disponibilidade.
4. **a)** Information Security Management System (Sistema de Gestão de Segurança da Informação).
5. **c)** Assegurar a confidencialidade da informação.
6. **d)** Todas as alternativas anteriores estão corretas.
7. **d)** Todas as alternativas anteriores estão corretas.
8. **a)** Identificar e mitigar ameaças à segurança da informação.
9. **a)** Plan, Do, Check, Act (Planejar, Executar, Verificar, Agir).
10. **d)** Todas as alternativas anteriores estão corretas.
11. **a)** Sistema de Gestão de Segurança da Informação.
12. **a)** Planejar, Executar, Verificar, Agir.
13. **a)** Definir os objetivos do sistema de gestão de segurança da informação.
14. **b)** Implementar e operar as medidas de segurança definidas.
15. **a)** Key Performance Indicator (Indicador-chave de Desempenho).
16. **a)** Medir a eficácia do sistema de gestão de segurança da informação.
17. **c)** Avaliar a eficácia das medidas implementadas.
18. **a)** Recovery Time Objective (Objetivo de Tempo de Recuperação).
19. **a)** Definir o tempo máximo tolerável para a recuperação de dados após um incidente.
20. **c)** Agir para corrigir e prevenir não conformidades.